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Abstract of the contribution: Addresses the open point from SA2#124 on UE Policy provisioning. Namely, UE providing information to assist the PCF to determine whether a UE requires updated UE Policies.
1. Discussion
In SA2 #123, during the discussion on how the PCF can deliver UE policies, two additional open points were raised that were captured in the following editor’s notes.
Editor´s note: How to handle policy information that cannot fit into the specified size limit for policy delivery over NAS (maximum one NAS PDU) is FFS

Editor’s Note: It is FFS whether UE can provide information to assist the PCF to decide the UE Policies delivery.    

In SA2 #124 solutions for the above editor’s point were discussed. One of the solutions proposed was the UE providing in initial registration requests the version of the UE Policies installed at the UE. The PCF uses the version number to determine whether the UE Policies installed at the UE are up-to-date. If the PCF has information from the UDM that a new version is available, by providing an updated version of UE Policies to the PCF, the PCF deliver updated UE Policies to the UE along with an updated version number.
The proposed solution had objections with main argument that the PCF is always aware whether UE polices are installed at the UE. However, there are a number of cases where this assumption is not valid. 
These are:

· UE performs a software/hardware reset: In such a case, any previously installed UE Policies are deleted. 
· SIM is moved to a different ME: The new ME may or may not have UE Policies installed. In addition, any UE Policies installed at the new ME may not be up-to-date.
· In roaming scenarios, the V-PCF provides VPLMN specific UE Policies (i.e. ANDSP policies) to the UE. The V-PCF does not store information whether a roaming UE has received previously such policies, as a roaming UE does not usually remain to a VPLMN for a long period. Hence, there is no benefit for the V-PCF to store such information. 
· The PCF has no information whether a UE has successfully received and applied the UE policies.  
If the UE does not provide any assistance information to the network, the only method to ensure that the UE has up-to-date policies is by provisioning such policies at every initial Registration Request. However, such approach will require additional message exchange between the PCF and the UE and, given that the UE Policies may be required to be delivered over multiple NAS messages, the NAS signalling overhead will be unnecessarily increased.

Proposal 1: A mechanism is required to minimise the NAS signalling impact for UE policy delivery
There are two open points that require a solution:

1. How does the PCF ensure that a UE has up-to-date policies. 

2. How does the PCF acknowledges that a UE has received & applied the policies

UE providing assistance information to PCF for UE Policy decision
One approach to avoid any unnecessary signalling between the UE and the PCF is to allow the UE to assist the PCF in deciding whether the UE has up-to-date policies. It is proposed a UE to include within a Registration Request an identifier, a version ID, that denotes the version of the UE Policies. The PCF, based on feedback from the UDR, is able to identify whether the UE has the correct UE Policies. In more detail, it is proposed to agree the following:
Proposal 2:

· UDR assigns a version ID to a list of ANDSP and a version ID to a list of URSP policies for a UE. The version ID is a unique identifier.
· When the PCF delivers the list of ANDSP and/or URSP rules to a UE, the PCF also includes the assigned version ID for each list.
· The UE provides in the initial registration request the version ID of its ANDSP policies and the version ID of its URSP policies
· If the UE has no UE policies installed the UE sets the version number to zero

· The PCF determines based on the version IDs whether the UE has the most recent rules or whether the UE should receive new rules
Examples on UE Policy delivery with this proposal are:

Scenario 1: UE has no UE policies installed.

In this scenario the PCF receives information from the UE that there are no UE Policies installed (i.e. UE sends in the initial registration request a version ID set to zero). 
In such a case, on request from the PCF, the UDR provides UE Policies (e.g. URSP) and assigns a version ID (e.g. URSP_policies_version_11). The PCF evaluates the policies and constructs URSP Rules that are sent to the UE using the UE Configuration Update procedure. The PCF includes the version ID in the UE policy delivery.

The UE stores the rules and the version ID and uses the version ID in the next initial registration request. 
Scenario 2: UE requires updated UE policies
In this scenario the PCF receives information from the UE and the UDR that updated policies are required. This PCF identifies that new policies will be required since the version ID provided by the UE will be different by the version ID provided by the UDR. 

The PCF, on reception of the updated UE Policies from the UDR, constructs new rules and sends the rules using the UE Configuration Update procedure. The PCF may either:
· Send only the rules that are added/modified and include the new version ID or

· Send all the Rules applicable to the UE and the new version ID.

In the former case the UE would need to identify the rules that are modified and update the version ID, whereas in the latter case the UE would simply replace the existing rules with the new ones. 

PCF acknowledging that a UE has received & applied UE Policies
Including a version ID of the UE Policies installed in the initial registration request solves open point 1). For open point 2), the PCF does not know if a UE has received and applied the policies until the next time a UE sends a version ID, which will be at a next initial registration request. The issue is that a UE may not send initial registration requests frequently which could lead to a mismatch between the UE and the PCF if the UE does not apply the UE policies provided by the PCF. For example, the UE may not receive and apply the UE Policy package sent by the PCF due to bad radio conditions or due to a UE internal error. 
One approach to solve this case is to have an optional functionality where the UE periodically sends to the PCF what UE Policies have been installed. The PCF, when delivering UE Policies, configures the UE with a condition on when to report what UE Policies have been installed (e.g. a timer). When the condition is met, the UE reports what UE Policies have been installed, by including the corresponding version ID, at the next opportunity that the UE can communicate to the network (e.g. at the next registration request due to mobility). 
Proposal 3: PCF optionally configure the UE to report periodically to the PCF the UE Policies installed. The UE reports the policies installed by including the version ID of the UE Policy (ANDSP or URSP) at the next opportunity that the UE can communicate to the network (e.g. at the next registration request due to mobility). 
2. Proposal

It is proposed to agree the following:
Proposal 1: A mechanism is required to minimise the NAS signalling impact for UE policy delivery

Proposal 2: 
· UDR assigns a version ID to a list of ANDSP and a version ID to a list of URSP policies for a UE. The version ID is a unique identifier.

· When the PCF delivers the list of ANDSP and/or URSP rules to a UE, the PCF also includes the assigned version ID for each list.

· The UE provides in the initial registration request the version ID of its ANDSP policies and the version ID of its URSP policies

· If the UE has no UE policies installed the UE sets the version number to zero

· The PCF determines based on the version IDs whether the UE has the most recent rules or whether the UE should receive new rules

Proposal 3: PCF optionally configure the UE to report periodically to the PCF the UE Policies installed. The UE reports the policies installed by including the version ID of the UE Policy (ANDSP or URSP) at the next opportunity that the UE can communicate to the network (e.g. at the next registration request due to mobility).
CRs have been prepared for 23.502 (S2-180618) and 23.503 (S2-180619) to support the proposals.
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